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1
Overall description
In LS S3-192279/C1-194054, SA3 has provided following answer to CT1 question:

"1) Can the AMF keep using a mapped 5G NAS security context (in step 2 above) although a valid native non-current 5G NAS security context exists?

Answer: SA3 understands that this step 2 is about subsequent messages after the CONNECTED mode mobility, i.e., handover. According to TS 33.501 (see towards end of clause 8.4.2), the UE protects the subsequent Registration Request message using the mapped 5G context. Therefore, the answer to your question is YES. For subsequent messages, it is up to AMF when to activate the native 5G security context. General recommendation from SA3 is to activate native context as soon as possible in this case."

CT1 also observed in TS 33.501 subclause 8.4.2 step 10, it has below text which is not aligned with above answer. The above answer is recommendation while below text is mandatory.
"The AMF shall retrieve the native security context using the 5G GUTI. The AMF shall activate the native KAMF by performing a NAS SMC procedure."
Question: During handover from EPS to 5GS over N26, if the valid native 5G NAS security context is available, is it mandatory for the AMF to activate the native 5G NAS security context or not?
2
Actions
To SA3
ACTION: 
CT1 kindly asks SA3 to answer above question.
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